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If 48n+65 is a square, then it is either 3k or 3k+1 for some k. 
(Property of Squares)

But, 48n+65 = 3(16n)+ 3(21)+2
i.e.,  = 3(16n+21)+2.
i.e.,  = 3k+2 for some k ∈ ℕ.
i.e., 48n+65 is not a perfect square ∀ n ∈ ℕ.
i.e., 6n+8 is not a triangular number.
Hence, when m=2, Km,4,n does not accept CMD.

Case 3: when m=3
Now, (16) becomes 7n+12.
i.e., 7n+12 = k(k+1)/2 for some k
i.e., 14n+24 = k2+k for some k
i.e., k2+k -(14n+24)=0.

i.e., k = 

i.e., =  (Discarding the negative root)

But, for no value of n,  is an integer

Hence, k is never an integer.

∴ when m=3, Km,4,n does not accept CMD.

Theorem 7:	 A complete tripartite graph K1,5,n does not 
accept a CMD, ∀ n∈ ℕ.

Proof: We have, q(K1,5,m) =  

= 6m+5, ∀ m ∈ ℕ…..(19)

We know that G accepts CMD {H1,H2,..,Hn} if and only if 
q(G)= n(n+1)/2, ∀ n ∈ ℕ.

i.e., (19) should be of the form n(n+1)/2 for some n ∈ ℕ. 
i.e., 6m+5 should be a triangular number.

i.e., 8(6m+5)+1 should be a perfect square.

i.e., 48m+41 should be of the form 3k or 3k+1.

But, 48m+41=3k+2, for some k ∈ ℕ and ∀ m ∈ ℕ.

i.e., 48m+41 is not a perfect square and hence 6m+5 is not 
a triangular number.

Hence, a complete tripartite graph K1,5,n does not accept a 
CMD, ∀ n∈ ℕ.

Example 8 

Fig 8  K1,5,4 does not accept CMD

V. conclusIon

Continuous Monotonic Decomposition (CMD) is a 
special type of Ascending Subgraph Decomposition [1]. Since 
the size of the graph is n(n+1)/2, CMD is closely related to the 
theory of triangular numbers. The discussion in this paper 
leads to the identification of a collection of sequence of natural 
numbers that are not triangular. They are the following:

1. 3m2+6mk+2k2 is not a triangular number ∀ m and k ∈ ℕ 
when k is not a multiple of 3.

2. 3m+2 is not a triangular number ∀ m ∈ ℕ.

3. 3m+1 is a triangular number if and only if m=3n(n+1)/2 
∀ n ∈ ℕ.

4. 3(m+1) is a triangular number if and only if m=n(3n+5)/2 
or (3n2+7n+2)/2 ∀ n ∈ ℕ.

5. 4(m+n)+mn is not a triangular number if either m or 
n ≡ 2 (mod 3) ∀ m, n ∈ ℕ.

6. 4(m+n)+mn is not a triangular number ∀ m, n ∈ ℕ 
with m<4.
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Abstract - One of the major concerns throughout the world today 
is	to	make	high	quality	health	care	available	to	all.	Traditionally,	
part	of	the	difficulty	in	achieving	equitable	access	to	health	care	
has been that the provider and the recipient must be physically 
present	in	the	same	place.	Recent	advances	in	Information	and	
Communication Technologies have increased the number of 
ways	health	 care	 can	be	delivered	 to	 reduce	 these	difficulties.	
Mobile phones are the most commonly used devices in today’s 
scenario.	The	expanding	use	of	mobile	phone,	telecommunication	
companies added feature such as MMS (Multimedia Messaging 
Service) in order to attract more customers. The Multimedia 
Messaging Service (MMS) has became very popular for sending 
messages	containing	multimedia	objects	such	as	images,	audio,	
or	video	clips	among	mobile	users.	Alongside,	the	need	for	the	
secure communication became more imperative. Steganography 
is	 the	 most	 reliable	 technique	 for	 hidden	 communication.	
Hiding	information,	especially	in	images	has	been	an	alternative	
solution for secret communication [2]. 

Keywords : Video	Steganography,	Medical	Images,	Information	
Hiding,	Multimedia	Messaging	Service	(MMS),	HaarWavelet

I. IntroductIon

 The Steganography is of Greek source and means 
“enclosed or hidden writing”[1]. Data hiding should be used 
concealed transmissions, closed captioning, indexing, or 
watermarking. It is in contrast to cryptography, where the 
survival of the message itself is not masked, but the content 
is hidden. Steganography is implemented in different fields 
such as military and Industrial applications. By using lossless 
steganography techniques messages can be sent and received 
securely. Traditionally, steganography was based on hiding 
secret information in image files. Lately, there has been 
growing interest in implementing steganographic techniques 
to video files as well as audio files. The advantage of using 
video files in hiding information is to be added security 
against hacker attacks due to the relative complexity of video 
compared to image files and audio files. Image-based and 
video-based steganography techniques are mainly classified 
into spatial domain and frequency domain based methods[9]. 

cover_medium + hidden_data + stego_key = stego_medium

 The main aim of steganography is to hide information 
in the other wrap media so that other persons will not 
observe the existence of the information. This is a major 
distinction between this method and the other methods of 
secret exchange of information because, for example, in 
cryptography, the individuals perceive the information by 
considering the implied information but they will not be able 
to realize the information [1]. However, in steganography, the 
existence of the information in the sources will not be noticed 
at all. Most steganography jobs have been carried out on 
images, video clips, texts, music and sounds. For video stream 
usually being accessible in compressed form, steganography 
algorithms that are not applicable in compressed bit-stream 
would require complete or at least partial decompression [2]. 
This is an unnecessary saddle best avoided. If the requirement 
of strict compressed domain steganography is to be met, the 
steganography needs to be embedded in the compressed 
domain. Nowadays, there are large amount of video 
watermarking algorithms been proposed. Some of them are 
applied for compressed video.

 To be useful, a steganographic technique should not be 
easily detectable. If the existence of secret message can be 
detected with a probability higher than random guessing, the 
corresponding steganographic technique is considered to be 
invalid [3]. Similar to cryptography and steganography may 
suffer from the attack method (steganalysis). Much of the 
research work in the field of steganalysis has been carried out 
on images. One approach is based solely on the first order 
statistics and is applicable only to idempotent embedding. 

Steganography Terms

Carrier File : A file which has hidden information inside of 
it. 

Steganalysis : The process of detecting hidden information 
inside a file. 

Stego-Medium : The medium in which the information is 
hidden.
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Redundant Bits – Pieces of information inside a file which can 
be overwritten or altered without damaging the file.

II. haar Wavelet transform

 Wavelets are mathematical functions that were developed 
by scientists working in several different fields for the 
purpose of sorting data by frequency. Translated data can 
then be sorted at a resolution which matches its scale [8]. 
Studying data at different levels allows for the development 
of a more complete picture. Both small features and large 
features are discernable because they are studied separately. 
Unlike the discrete cosine transform, the wavelet transform 
is not Fourier-based and therefore wavelets do a better job of 
handling discontinuities in data [7].

 The Haar wavelet operates on data by calculating the 
sums and differences of adjacent elements. The Haar wavelet 
operates first on adjacent horizontal elements and then on 
adjacent vertical elements.   The Haar transform is computed 
using:

 One nice feature of the Haar wavelet transform is that 
the transform is equal to its inverse. As each transform is 
computed the energy in the data in relocated to the top left 
hand corner. 

III. methodoloGy

 As discussed earlier Digital video comprises a series of 
orthogonal bitmap digital images displayed in rapid succession 
at a constant  rate. These images are called frames. The frames 
in a video are nothing but normal images with some extra 
information such as the index and other Meta data related to 
the video [10]. Each frame can be extracted individually from 
the video and can be converted into an image. This can then 
be treated as the cover object and the data can be embedded 
in it using one of the usual techniques used for data hiding in 
images. The stego-image then obtained can then be converted 
back into frames and arranged in sequence to obtain the 
stego-video. This video contains the embedded data which 
can be obtained by extracting each frame and extracting the 
data from it.

 Our technique spreads the data evenly over the entire video 
instead of concentrating it in into one single frame, thereby 
making the detection of the data even more impossible. For 
example if there are 4 bits of data to be embedded into a video 
with more than four frames then each bit will be embedded in 

1 11
1 12

 
 − 

one of the four frames in the video. This approach gives a huge 
advantage in the aspect of increasing the imperceptibility 
of the data embedded into the video. Our methodology is 
quite simple and unsophisticated and hence very fast when 
compared to other existing techniques.

IV. the codInG alGorIthm

 In the usual steganography algorithms, information is 
hidden in the sequential pixels. Therefore anyone with the 
knowledge of the coding algorithm can extract the hidden 
information from the image. In this paper a new approach  
has been studied for selecting pixels according to a password.  
This password would enable us to select the pixels in a random 
manner.

 In the usual steganography algorithms, if the size of the 
information is small in comparison with the size of image, 
the attacker can find the pattern of altered pixels and extract 
the hidden information. But in this method, information is in 
random order pixels in each block, and extracting the hidden 
information is difficult.

 On the other hand if the size of the information is large, 
the algorithm reaches the end of image. For solving this 
problem, it has to return to the beginning of the image 
and hide information in an empty pixel (an empty pixel is 
defined as a pixel of original image that has no hidden data). 
This process needs a large amount of memory to remember 
all empty pixels, but in the mobile phones we have a limited 
amount of memory. After all, finding an empty pixel needs a 
lot of time in coding or decoding phases.
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The new method for hiding information is described here:

In this method the image is segmented into n blocks of
m pixels. Then according to the password, a block is selected 
and the information is hidden in an empty pixel of this block.

 The algorithm for selecting a block and an empty pixel in 
that block is as follows: if the selected block starts with the 
pixel number k and has m pixels then the number of the last 
pixel is k+m-1.

 This algorithm uses an array of size m+1 for remembering 
empty pixels of current block. This array contains the number 
of pixels having no data. The last cell of the array is the total 
empty pixels in the current block. According to the password, 
an empty pixel is selected and the last empty pixel number is 
copied to this array cell. After this operation the total number 
of empty pixels on the block decreases by one.

 This method is also used for selecting a block to hide the 
information in itself. The figure-1 shows the array before and 
after selecting a pixel.

(a) The array before selecting an empty pixel.

(b) The array after selecting an empty pixel.

 The advantage of this method is that there is no need 
to search for an empty pixel in the block, because we have 
the empty pixel numbers of the current block in an array. 
On the other hand by dividing the image into small blocks, 
it only needs a small amount of memory. We indicate that 
the size of memory is a critical factor among mobile phones 
applications.

 If the image is very large, it can be stored on the hard drive 
and only one of its blocks is transferred to the memory and 
after hiding the information on that block, it is stored back on 
the hard drive.

 This method swaps the last cell of the array with the ith cell 
of the array. The advantage of this work is that the pixels are 
filled in a random order and cannot decode without knowing 
the password.

 This method for hiding information in images can be used 
for secure communication, copyright protection, preventing 
undesirable changes in digital documents, protecting from 
unauthorized copying and other applications.

v. proposed alGorIthm for embeddInG scheme

 Let the Cover video consist of N number of frames. Each 
of these frames are extracted from the video for the purpose 
of embedding the data in them. 

1. Read the data to be embedded and convert it into binary
form containing B bits.

2. Considering the amount of data to be embedded and the
capacity of video calculate the value of k(no. of LSB‘s to be
modified in each pixel), using the following formula.

K=(MAXDATA/B).Where  MAXDATA=N*Height*Width

(K should not exceed 4 in order to maintain satisfactory
video quality).

3. Divide the B into N number of blocks of data. Let these
blocks be called BLi.

4. Divide each block into groups of K bits.

5. Consider one frame at a time and embed the K groups
of bits in blocks BLi into the Pixels in the corresponding
frame. For example block BLi is embedded into the ith
frame. For embedding OPAP (Optimal Pixel Adjustment
Process) is used.

6. The frames with embedded data are again combined
together to obtain the Stego-video.

VI. Proposed Algorithm for Decoding Scheme

1. Read the Stego- video with .avi extension.

2. Let the Stego video consist of N number of frames. Each of 
these frames are extracted from the video for the purpose
of retrieving the data from them.

3. Calculate the value of K using the followingformula.

K=(MAXDATA/CHARBITS). Where

CHARBITS = (number of characters that have been
embedded in the video)* 8.

4. Calculate the size of block of data to be extracted from
each frame of the video using the formula
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5. Extract the BLi bits of data from the ith frame using the 
OPAP technique .

6. The Extracted data which is a stream of bits should be 
grouped into groups of 8 bits each and converted back 
into the character format in order to retrieve the data 
embedded in the video.

Video (Covering medium) 

Decrypted images

Table I Experimental Evaluation 

    (a) Before encoding        (b) After encoding

 The probability that one can detect a stegano image is 
relatively low, due to the high volume of images exchanged 
between mobile phones and computers. The password is not 
stored in the stegano image; therefore it is difficult to detect 
the password. The decoding program fast enough to retrieve 
the images with few kilobytes of memory. This approach is 
used on mobile phones with no limitation for selecting the 
password.

VII. conclusIon

 The proposed approach used to embed any number of 
files in audio or video. Precious human life could be saved 
in E-diagnosis. These approaches concentrate on achieving 
higher compression ratio without sacrificing the quality of 
the Image. Since processing power required in the mobile 
handset is limited, a new approach is developed with energy 
efficient, computing efficient and adaptive image compression 
and communication techniques. Performance analysis is 
made in terms of accuracy and computational time, which 
is a positive scope of this paper. Most of the computational 
burden is reduced in Haar wavelet transform.
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Abstract - Clustering of related or similar objects has long 
been regarded as a potentially useful contribution for 
helping users to navigate an information space such as a 
document	 collection.	 But,	 the	 major	 challenge	 in	 document	
clustering is high dimensionality. Data mining and statistical 
techniques	have	been	applied	with	some	success	to	large	set	of	
documents to automatically produce meaningful subsets. Many 
clustering	 algorithms	 and	 techniques	 have	 been	 developed	
and implemented since the earliest days of computational 
information retrieval but as the sizes of document collections 
have	 grown,	 these	 techniques	 have	 not	 been	 scaled	 to	 large	
collections because of their computational overhead. Traditional 
document clustering is usually considered as an unsupervised 
learning. It cannot effectively group documents under user’s 
need.	To	solve	this	problem,	the	proposed	system	concentrates	
on	 an	 interactive	 text	 clustering	 methodology,	 topic	 oriented	
probability based and semi supervised document clustering. 
It	 suggests	 interactive	 approach	 for	 document	 clustering,	 to	
facilitate	human	refinement	of	clustering	outputs.	The	proposed	
system	evaluates	system	efficiency	by	implementing	and	testing	
the	 clustering	 results	 with	 Dbscan	 and	 K-means	 clustering	
algorithms. Experiment shows that the proposed document 
clustering	 algorithm	 performs	 with	 an	 average	 efficiency	 of	
94.4% for various document categories. 

Keywords : Document	 Clustering,	 Text	 Documents,	 Word	
Frequency,	Probability,	Tokenization,	Structural	Filtering	

I. IntroductIon

 With the rapid development of Information technology, 
the number of electronic documents and digital content 
of documents exceed the capacity of manual control and 
management. People are increasingly required to handle 
wide ranges of information from multiple sources. As a 
result, document clustering techniques are implemented by 
organizations to manage their information and knowledge 
more effectively. Document clustering can be defined as 

the task of learning method for categorizing electronic 
documents into their automatically annotated classes, based 
on its contents. It is widely applicable in areas such as search 
engines, web mining, information retrieval and topological 
analysis. Document clustering is a critical component of 
research in text mining. Traditional document clustering 
includes: (a) Extracting feature vector of a document, (b)
Clustering document by parameters such as similarity 
threshold, the number of clusters etc. However, traditional 
document clustering uses an unsupervised learning. It cannot 
effectively group documents under need of user (Jiangtao Qiu, 
Changjie Tang, 2007). Although many clustering algorithms 
have been proposed in the literature, most of them do not 
satisfy the special requirements for clustering documents.

1. High Dimensionality: The number of relevant terms 
in a document set is typically in the order of thousands. 
Each of these terms constitutes a dimension in a document 
vector. Natural clusters usually do not exist in the full 
dimensional space, but in the subspace formed by a set of 
correlated dimensions. Locating clusters in subspaces can be 
challenging.

2. Scalability: Real world data sets may contain hundreds of 
or thousands of documents. Many clustering algorithms work 
fine on smaller data sets, but fail to handle large data sets 
efficiently.

3. Accuracy: A good clustering solution should have high 
intra-cluster similarity and low inter-cluster similarity, i.e. 
documents within the same cluster should be similar but are 
dissimilar to documents in other clusters. 

4. Easy to Browse with Meaningful Cluster Description: The 
resulting topic hierarchy should provide a sensible structure, 
together with meaningful cluster descriptions, to support 
interactive browsing.
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